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※注意事項

複数年契約について
• お客さまが複数年契約（複数年分のサポート費用前払い）された場合でも、各製品のサポート期間については、当該契約期間によらず、製品ごとに設定され
たサポート提供期間が適用されます。

• 複数年契約は、当該契約期間中の製品のサポート提供を保証するものではなく、また製品のサポート提供期間が終了した場合のバージョンアップを保証する
ものではありませんのでご注意ください。

• 各製品のサポート提供期間は以下のWebサイトからご確認いただけます。
https://success.trendmicro.com/jp/solution/000207383
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プライバシーと個人データの収集に関する規定

トレンドマイクロ製品の一部の機能は、お客さまの製品の利用状況や検出にかかわる情報を収集してト
レンドマイクロに送信します。この情報は一定の管轄区域内および特定の法令等において個人データと
みなされることがあります。トレンドマイクロによるこのデータの収集を停止するには、お客さまが関
連機能を無効にする必要があります。

InterScan Messaging Security Virtual Appliance により収集されるデータの種類と各機能によるデータの
収集を無効にする手順については、次の Web サイトを参照してください。

https://www.go-tm.jp/data-collection-disclosure

重要 : データ収集の無効化やデータの削除により、製品、サービス、または機能の利用に影響が発生
する場合があります。InterScan Messaging Security Virtual Appliance における無効化の影響を
ご確認の上、無効化はお客さまの責任で行っていただくようお願いいたします。

トレンドマイクロは、次の Web サイトに規定されたトレンドマイクロのプライバシーポリシー (Global
Privacy Notice) に従って、お客さまのデータを取り扱います。

https://www.trendmicro.com/ja_jp/about/legal/privacy-policy-product.html

https://www.trendmicro.com/ja_jp/about/legal/privacy-policy-product.html
https://www.go-tm.jp/data-collection-disclosure
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第 1 章

IMSVA の CentOS 6 から CentOS 7 へ
のアップグレード

重要

このアップグレードプロセスは、InterScan Messaging Security Virtual Appliance 9.1
Patch 3 Critical Patch (ビルド 2074) 以降 (以下、IMSVA) にのみ適用されます。アッ
プグレードする前に、必要な Patch と HotFix がインストールされていることを確
認してください。

IMSVA では、標準の CentOS Linux OS を使用する自己完結型のインストールを
実行できます。ここで説明する方法を使用して、IMSVA の自己完結型インス
トールの OS を CentOS 6 から CentOS 7 に直接アップグレードします。

このアップグレードガイドは、すでにインストールしている CentOS 6 ベース
の IMSVA を CentOS 7 にアップグレードしたいユーザを対象としています。
可能な場合は、CentOS 7 ベースの IMSVA を直接インストールすることをお勧
めします。
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IMSVA をバックアップする

OS をアップグレードする前に、IMSVA をバックアップすることをお勧めしま
す。

手順

1. 次のいずれかのタスクを実行して、IMSVA をバックアップします。

• IMSVA がインストールされているコンピュータ全体をゴースト化し
ます。

• 仮想マシンに IMSVA がインストールされている場合はスナップ
ショットを取ります。

• IMSVA の app_data パーティションをバックアップします。

a. OS のシェルコンソールを開いて、次のコマンドを実行します。

/opt/trend/imss/script/imssctl.sh stop

service crond stop

b. 外部ディスクを/var/udiskにマウントします。

c. すべてのファイルをディスクにコピーします。

cp -rf --preserve /var/app_data/* /var/udisk/
app_data_backup/

2. バックアップ後、すべての IMSVA サービスを起動します。

単一の IMSVA をアップグレードする

この手順では、単一の IMSVA を CentOS 6 から CentOS 7 にアップグレードし
ます。
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重要

このアップグレードプロセスは、IMSVA 9.1 Patch 3 Critical Patch (ビルド 2074) 以
降にのみ適用されます。

IMSVA が上位/下位の形態で配置されている場合は、すべての IMSVA デバイス
にアップグレード手順を実行する必要があります。デバイスは 1 つずつアップ
グレードしてください。特定の順序はありません。

手順

1. IMSVA 9.1 Patch 3 をバックアップします。

注意

詳細については、6 ページの「IMSVA をバックアップする」を参照してく
ださい。

2. アップグレードパッケージの Upgrade-IMSVA-9.1-2076.tar.gzを、
IMSVA デバイスの/var/app_dataにアップロードします。

3. SSH 接続を通して IMSVA デバイスに接続します。

4. /var/app_dataに移動して、アップロードパッケージを解凍します。

cd /var/app_data

tar –zxvf Upgrade-IMSVA-9.1-2076.tar.gz

5. アップグレードスクリプトを実行します。

/var/app_data/Upgrade/upgrade.sh

アップグレードプロセスが完了するまで約 30 分かかります。正確な
アップグレード時間はデバイスのパフォーマンスに応じて異なります。

新しい OS が/dev/mapper/IMSVA-Root1パーティションにインストー
ルされます。

新しい OS がインストールされると IMSVA デバイスが自動的に再起動さ
れ、再起動後、自己完結型インストールの OS が CentOS 7 になります。
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注意

アップグレードプロセスが完了するまで、IMSVA は再起動しないでくださ
い。

アップグレード時、IMSVA の設定は保持されますが、ホスト名、root アカ
ウント、ネットワーク、およびゲートウェイの設定を除くカスタマイズさ
れた OS の設定は移行されません。元のカスタマイズ設定を保持するには、
次の手順を実行します。

a. 元のルートパーティションを、アップグレードしたサーバのパスにマ
ウントします。たとえば、/root/original_rootの場合は次のように
指定します。

mount /dev/mapper/IMSVA-Root2 /root/original_root

b. マウントされたパスで元の設定を見つけます。

c. 元の設定をサーバに追加します。

アップグレードをロールバックする

アップグレード後に重大な問題が発生した場合は、次のコマンドを実行して、
OS を CentOS 6 にロールバックできます。

/var/app_data/Upgrade/rollback.sh
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